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LICENSE AGREEMENT

for
“WEB MONITORING TOOL for VRF SYSTEM” (Version 1.0)

IMPORTANT-READ CAREFULLY

This “WEB MONITORING TOOL for VRF SYSTEM” License Agreement (LICENSE AGREEMENT) is a legal agreement
between you and Fujitsu General Limited (FGL) for the use of VRF WEB MONITORING TOOL products designated
below, which includes computer software and printed materials, and may include online or electronic documentation
(SOFTWARE PRODUCT or SOFTWARE). By installing, copying, or otherwise using the SOFTWARE PRODUCT, you
accept to be bound by all of the terms and conditions of this LICENSE AGREEMENT. If you do not agree to all of the
terms and conditions of this LICENSE AGREEMENT, you may not use the SOFTWARE PRODUCT and shall promptly
return the SOFTWARE PRODUCT to the place from which you have obtained it.

1. SOFTWARE PRODUCT LICENSE

The SOFTWARE PRODUCT is protected by copyright laws and international copyright treaties, as well as by other intel-
lectual property laws and treaties. The SOFTWARE PRODUCT is licensed to you, not sold. FGL owns the title, copy-
right, and other intellectual property rights in the SOFTWARE PRODUCT.

2. GRANT OF LICENSE

FGL hereby grants you the limited, non-exclusive and non-transferable rights only for the purpose of maintaining and
testing VRF air-conditioning system products (VRF) provided you comply with all terms and conditions of this LICENSE
AGREEMENT.

3. COPYRIGHT

All right, title, and copyright in and to the SOFTWARE PRODUCT, and any copies of the SOFTWARE PRODUCT are
owned by FGL. The SOFTWARE PRODUCT is protected by copyright laws and international treaty provisions. There-
fore, you may copy the SOFTWARE PRODUCT solely for backup or archival purposes.

4. DESCRIPTION OF OTHER RIGHTS AND LIMITATIONS

(1) USE OF SOFTWARE PRODUCT

You may install and use the enclosed SOFTWARE PRODUCT on a single terminal connected to a single computer.
You may not network the SOFTWARE or otherwise use it on more than one computer terminal at the same time.
The infrastructure necessary to use this software (PC, accessories, etc.), shall be prepared separately by you.

(2) LIMITATIONS ON REVERSE ENGINEERING, DECOMPILATION, AND DISASSEMBLY

You may not reverse engineer, decompile, or disassemble the SOFTWARE PRODUCT, except and only to the ex-
tent that applicable law expressly permits such activity notwithstanding this limitation.

(3) RENTAL
You may not rent or lease the SOFTWARE PRODUCT.

(4) SOFTWARE TRANSFER
You may not transfer the SOFTWARE PRODUCT to any person and/or entity (-ies) either payable or free of charge
without the written consent of FGL.

(5) TERMINATION

Without prejudice to any other rights, FGL may terminate this LICENSE AGREEMENT if you fail to comply with the
terms and conditions of this LICENSE AGREEMENT.
In such an event, you shall promptly return all originals and copies of the SOFTWARE PRODUCT to FGL.
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5. EXPORT RESTRICTIONS

You acknowledge that the SOFTWARE PRODUCT is of Japan origin. You agree that neither you nor your customers
intend to or will, directly or indirectly, export or transmit the SOFTWARE PRODUCT to any country to which such export
or transmission is restricted by any applicable regulation or statute, without the prior written consent, if required, of the
authorized governmental entity as may have jurisdiction over such export or transmission.

6. NO WARRANTY

TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, FGL EXPRESSLY DISCLAIMS ANY WARRANTY
FOR THE SOFTWARE PRODUCT. THE SOFTWARE PRODUCT AND ANY RELATED DOCUMENTATION IS PRO-
VIDED “AS I1S” WITHOUT WARRANTY OF ANY KIND, EITHER EXPRESSED OR IMPLIED, INCLUDING, WITHOUT
LIMITATION, THE IMPLIED WARRANTIES OR MERCHANTABILITY OF FITNESS FOR A PARTICULAR PURPOSE.
THE ENTIRE RISK ARISING OUT OF USE OR PERFORMANCE OF THE SOFTWARE PRODUCT REMAINS WITH
YOU.

7. LIMITATION OF LIABILITY AND CUSTOMER REMEDIES

FGL'S ENTIRE LIABILITY AND YOUR EXCLUSIVE REMEDY UNDER THIS LICENSE AGREEMENT SHALL BE, AT
FGL'S OPTION, REPLACEMENT OF THE SOFTWARE WHICH IS RETURNED TO FGL. THIS LICENSE AGREEMENT
SHALL ALSO APPLY TO THE REPLACEMENT SOFTWARE SUPPLIED UNDER THIS SECTION 7.

8. NO LIABILITY FOR CONSEQUENTIAL DAMAGES

TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, IN NO EVENT SHALL FGL BE LIABLE FOR ANY
DAMAGES WHATSOEVER (INCLUDING, WITHOUT LIMITATION, DAMAGES FOR LOSS OF BUSINESS PROFIT,
BUSINESS INTERRUPTION, LOSS OF BUSINESS INFORMATION, OR ANY OTHER PECUNIARY LOSS) DIRECT
OR INDIRECT, TO YOU OR TO ANY THIRD PARTY, ARISING OUT OF THE USE OR INABILITY TO USE THIS PROD-
UCT, EVEN IF FGL HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

9. ENTIRE AGREEMENT

This LICENSE AGREEMENT (including any addendum or amendment to this LICENSE AGREEMENT included with
the SOFTWARE PRODUCT) is the entire agreement between you and FGL relating to the SOFTWARE PRODUCT and
supersedes all prior contemporaneous oral or written communications, proposals and representations with respect to
the SOFTWARE PRODUCT or any other subject covered by this LICENSE AGREEMENT.

10.INDEMNITY

You agree to indemnify and hold FGL, and its subsidiaries, affiliates, officers, agents, co-branders or other partners, and
employees, harmless from any damage, claim or demand, including without limitation reasonable attorneys’ fees, made
by any third party due to or arising out of your violation of the terms and conditions of this LICENSE AGREEMENT, or
your violation of any rights of another person or entity.

11.GOVERNING LAW AND JURISDICTION

To the maximum extent permitted by applicable law, this LICENSE AGREEMENT is governed by the laws of JAPAN. To
the maximum extent permitted by applicable law, you and FGL hereby irrevocably submit to the exclusive jurisdiction of
the Tokyo District Court and other higher courts having jurisdiction in Japan for the settlement of disputes arising under
or in connection with this LICENSE AGREEMENT.

2 Copyright© 2009 Fujitsu General Limited. All rights reserved.
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1. Safety precautions

» Before using Web Monitoring Tool, read this “SAFETY PRECAUTIONS” thoroughly to
ensure the correct operation.

» This section describes the important safety information to operate Web Monitoring Tool.

¢ The meanings of “WARNING” and “CAUTION"” are explained as follows.
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This mark indicates the procedures, which might result in the death of
/N WARNING! | or serious injury to the user or service personnel if improperly per-
formed.

This mark indicates the procedures, which might result in personal
harm to the user or damage to property if improperly performed.

/\ CAUTION!

This manual is for service personnel authorized to use the Web Monitoring Tool. Al-
ways keep this manual in an easily accessible place for use by authorized service
personnel.

/\ WARNING!

1. When using U10 USB Network Adaptor, follow the instructions given in the manual that
comes with the product.

/\ WARNING!

Web Monitoring Tool can control the air-conditioner system on a personal computer. Be
careful not to turn off the power supply of the personal computer, or not to finish the appli-
cation compulsorily during operation. Otherwise, Web Monitoring Tool might malfunction.
For personal computer used as Web Monitoring Tool, refer to the instruction manual.

4 Copyright© 2009 Fujitsu General Limited. All rights reserved.
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2. Outline

( ) 4
VRF Side System check Remote Side

® Modem or LAN card
(Field Supplied)
® Personal

Computer
(Field Supplied)

® Software for
Web Monitoring

® Modem or LAN card
/ (Field Supplied)

or
Internet

® Personal
Computer

Hard Key
(Included UTY-AMGX)

Tool or (Field Supplied)
(UTY-AMGX) Public
/ USB Cable telephone
(Comes with the U10 line
® Transmission USB Network Adaptor) / \\ =) =
Adaptor
@ Internet Explorer

XXX Eror
information
o ) E—

\. . J

This setting manual explains the setting procedures for the software of Web Monitoring Tools
for the VRF control system.

This tool lets you check a VRF System installed at a distant place from the remote side by
LAN, internet, public telephone line, and other communications method. If a personal com-
puter connectable to the network and Internet Explorer are available at the remote side, VRF
System checks can be carried out at the same level as the Service Tool by simply selecting
the time and place.

When an error occurs in the VRF System, the error is displayed at the remote side monitor. If
internet is selected as the communications method, the error can be reported to a pre-regis-
tered address by e-mail. Moreover, since unit data for up to the last past week is recorded at
the VRF side, defect phenomena for on-site repair can be grasped in advance by checking
the unit data from a remote place when a defect occurred.

6 Copyright© 2009 Fujitsu General Limited. All rights reserved.



M Software construction

The Web Monitoring Tool software consists of the two applications and
-

The is a program which is made resident when the Web Monitoring Tool is

started, and exchanges data with the VRF System transmission line. It also records the re-

ceived unit data to a database. |<EJ£$_&@21:41

The is a Web server and a collection of server side program and scripts which

converts the acquired Unit data to Table and Graph, and displays them to a browser (Internet
Explorer) upon request from remote side. It also converts operations input from the User and
passes them to the Data acquisition application through the Database. In this manual, Web
application will refer to the collection of server side program and scripts.

VRF Side Remote Side
(Server) (Client)
Web Monitoring Tool (UTY-AMGX)

Data acquisition application WEB application

Xf%

Internet
or
Public
telephone
line

Transmission adaptor

Unit data

VRF System
Transmission line

Note . Hereinafter, the following will be used in the descriptions in this setting manu-

i

VRF Side — Server
Remote Side - Client

Copyright© 2009 Fujitsu General Limited. All rights reserved. 7
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3. Installation

3-1 Precautions

» This product requires the use of one of the following optional transmission adaptors. Pro-
cure them in advance.

Name & Shapes Q'ty Remark
Transmission Adaptor
(U10 USB Network Interface -TP/FT-10 Channel) 1to 4

|

Procure the necessary
number in accordance
with the number of
connection systems.

Model : 75010R
(Echelon Corporation)

(Field Supply)

3-2 Recommended specs

This tool operates in the environment below.

Personal
Computer

AT compatible machine that runs Microsoft® Windows®

Operating System

Microsoft® Windows® 2000 Professional
(English version / Service pack4 or later)
Microsoft® Windows® XP Professional
(English version / Service pack2 or later)

Microsoft® Windows® Vista Home Premium, Business, Ultimate Edition. (Eng-
lish version)

CPU

Intel® Pentium® / Celeron®, AMD Athlon™ / Duron™ 1GHz or higher

HDD

4.1 GB or more of free space

Memory

1GB or more

Interface

USB port is required for each of the following;

» Wibu Key (Software protection key)

« Echelon® U10 USB Network Interface (Required for each VRF Network)
« Ethernet port is required for remote connection using internet.

Software

Internet Explorer 6.0 or 7.0 / Adobe® Acrobat® Reader 4.0 or later

Copyright© 2009 Fujitsu General Limited. All rights reserved.



3-3 Installation flow

3-3-1 Server

/\ WARNING!

*  Web Monitoring Tool is tested to install and operate under new Windows environment.
When program executional environment of Windows is corrupted or abnormal, or other
softwares that interfere with the operation of Web Monitoring Tool is installed or run-
ning, Web Monitoring Tool may not install or run properly. It is usually extremely difficult
to detect such conditions, if it occurs.

» Web Monitoring Tool product is provided with softwares, drivers, components listed below.
If the same kind of softwares, drivers, components with different version is installed on
the same PC, Web Monitoring Tool may not install or run properly.

1) .NET Framework

2) Internet Information Services (lIS)

3) Microsoft® Data Access Components (MDAC)
4) Microsoft® SQL Server 2005 Express

«  If “Program Files” folder is compressed or encrypted, Microsoft® SQL Server 2005 Express
cannot be installed. Release the settings before installation as follows:

Start “Explorer” — right-click “Program Files” folder — select “properties” — click “Ad-
vanced...” — release the check marks of the “Compress or Encrypt attributes”.
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Hardware installation

[ Transmission adaptor installation J

"

Software installation (5-1) (5-2)

[ Insert installation CD J

!

Microsoft® Net Framework 2.0 setup
Microsoft Data Access Components 2.8 (MDAC) setup
Microsoft® SQL Server 2005 Express setup

!

[ Message confirming the installation of Adobe Acrobat Reader ]
Continue m .

Installer terminates

Internet Information Services (II1S) setup J

[ IIS mapping information restoration ]

[ Web Monitoring Tool for VRF System Ver 1.0 setup J

Copyright© 2009 Fujitsu General Limited. All rights reserved. 11
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[ WIBU-KEY setup

Displays Setting Manual for Web Monitoring Tool
Message confirming Windows restart displayed

-

Settings change
OS setting (6-1)
( 0S Setting (6-1-1,2) )
( Windows® Firewall Setting  (6-1-3) )
( 1E setting (62) )
.
( A
Network setting (6-3)

One of the below must be performed to match the usage environment.

LAN

(6-3-2)

Internet

Receiving setting

(6-3-3) (6-3-4)

Only English version MDAC and Microsoft® SQL Server 2005 Express component is com-

pliant with this prod

uct.

Operation cannot be guaranteed when other language version is used.
Have installation performed by a user belonging to the Administrators group.

3-3-2 Client

Settings change
[ IE setting (6-2) J
-
f N\
Network setting (6-3)

One of the below must be performed to match the usage environment.

LAN

(6-3-2)

Internet

Receiving setting

(6-3-3) (6-3-4)

12
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4. Hardware installation (Server)

4-1 Transmission adaptor installation

UTY-AMGX

Web Monitoring Tool

Network

Transmission Adaptor
(U10 USB Network Interface)

VRF System4

The Web Monitoring Tool can connect up to four VRF systems. Since one transmission
adaptor connects to one system, up to four transmission adaptors are connected.
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U10 USB Network Interface

This transmission adaptor is connected using the USB port of a personal computer.

To use this product, turn on the power of the PC and install necessary drivers/software for this
product (BEFORE connecting it to any USB port ), following the ***QUICK START*** en-
closed with this product.

@ When using multiple transmission adaptors, connect the nth VRF System to the nth
transmission adaptor, or attach a label so that the transmission adaptors can be identi-
fied. (Because there is an item which sets what number transmission adaptor is con-
nected to what number USB port at software starting.)

=
o
Keeping a record of a table such as shown below is recommended. E
USB port Adaptor No. VRF System No. 'é
USB1 Adaptor1 VRF1 g
USB2 Adaptor2 VRF2 E
uUsB3 Adaptor3 VRF3 <
uUSB4 Adaptor4 VRF4

Connect the transmission adaptor to the personal computer USB port.
When there are multiple transmission adaptors, connect the nth transmission adaptor
to the nth USB port in THAT ORDER.

Copyright© 2009 Fujitsu General Limited. All rights reserved. 15



4-2 Turning on the power

/\ WARNING!

Do not turn on the power until all installation work is completed.

Once the wiring has been installed, the power can be turned on. Follow the procedure below
for turning on the power.

@ Turn on the power for all connected indoor units.
@ Turn on the power for all connected outdoor units.

@ Connect U10 USB Network Interface
(Driver must be installed following the procedure in section 4-1 before connecting). *1

Note *1 Make sure that USB equipment (USB hub, etc.) that this product is connected
to, is not overloaded (power supplied thru the interface oes not exceeds the
maximum limit).

@ Turn on the power for Web Monitoring Tool PC, if it is not yet turned on.
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5. Software Installation & Removal

5-1 Installation Notes

Before starting the installation of this product, check each of the followings.

+ Install Adobe Acrobat Reader (Ver. 4.0 or later) prior to the installation. (Adobe Acrobat
Reader does not come with this product).

+ Have the installation CD of the Windows version (Windows® XP, Windows® 2000 or Win-
dows® Vista) used for the PC ready. This will be required during the installation of IIS.
If the following screen is displayed during IIS setup, you must follow the instruction on the
screen. If you cancel the installation, setup will not be completed properly.

Files Needed
. Please insert the Compact Disc labeled “windows xP . Some filex on Windows XP Professional Service Pack 1
Q% Protessional Service Pack 1 CO'into your CO-ROM d J Q% CD are needed.
diive (D] and then click OF.

*r'ou can also click OK if you want files to be copied Insert Windows %P Professional Service Pack 1 CD
from anka\lemale Iozation, such as a floppy disk or a into the drive selected below, and then click OK.
hebwork server

Copy files from;

N | [ Browse.

» If one of the following product is already installed, remove it first. Also remove it when re-
installing other software components such as 1IS, MSDE and WIBU-Key drivers. Refer “5-3
Software Removal” for how to remove these products.

» Service Tool for VRF System (UTR-YSTC) Ver. 3.0 or later

* Service Tool for VRF System (UTR-ASGX) Ver. 1.0

» Web Monitoring Tool for VRF System (UTR-YMSA) Ver. 3.0 or later
» Web Monitoring Tool for VRF System (UTY-AMGX) Ver. 1.0

+ Do NOT insert WIBU-Key (Software protection key) enclosed with this product to the PC
until product installation is completed.

* You are required to login to the computer as Administrator (or equivalent) to the PC to
install this product.

» Stop all running programs before you start the installation.

« If Anti-Virus software product is installed, temporarily disable the software during the in-
stallation of this product.

* Please delete “Temporary Internet Files”.

IE menu [tools] — [Internet Options ...] — [General] tab — Press [Delete Files ...]
button. If [Delete Files] message screen is displayed, check [Delete all offline content]
and press “OK”.

18 Copyright© 2009 Fujitsu General Limited. All rights reserved.



5-2 Software Installation

Insert the CD for the “Web Monitoring Tool for VRF System Ver. 1.0” into the
CD drive of the PC you are about to install. Installation program starts automat-

ically.

If installation program does not start, double click the “setup.exe” stored in the
root directory of the CD drive with the mouse.

InstallShield Wizard

Preparing to Install...

InstallShield Wizard Setup is preparing the InstallShisld
‘Wizard, which will guide wou through the program setup
process, Flease wait,

Extracting: \Web Monitoring Taol for YRF Syskern Wer 1.0.msi

(

J

through the installation.

The InstaliShield Wizard has successfully installed Web

IMonitaring Toaol for YRF Systerm. Click Finish to exit the wizard.

/ \

Cancel

When installation program ends, Setting Manual for this product and “Windows
Restart Confirmation Message” will appear. If you have not completed the remaining
setup procedures described in the next section (“6. Setting”) of the Setting Manual yet,
do NOT restart the Windows. Complete the remaining setup procedures according to
the description in the Setting Manual displayed on the screen first.

T~

Copyright© 2009 Fujitsu General Limited. All rights reserved.

After installation starts, follow the direction on the screen, which will guide you
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Displaying Setting manual
(PDF file).

il Web Maonitoring Tool for VRE System Installer In... |5

o *fou must restart your system For the configurstion
n..:‘l‘) changes made ko Web Monitoring Tool For YRF System
to take effect. Click Ves ta restart now or Mo if you
plan ta restart later,
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@ After all the setup is completed, restart the Windows®.

Note . Operation to be performed after inserting WIBU-Key (Software protection key)
n and when the “Found New Hardware Wizard” screen appears.
1 From the 3 Windows Update Options, select “No, not this time”. Then click
“Next” to continue. This dialog may not always show.
2 Select “Install the software automatically (Recommended).”. Then click
“Next” to continue.

3 When completion dialog appears, click “Finish”.

+  When installing on Windows® Vista ,you may be asked for permission to con-
tinue with the operation.
In such cases, select “continue”.

+ Some operation may take long time . Please wait at least a couple of minutes.

5-3 Software Removal

Before executing this procedure, be sure to stop the Web Monitoring Tool program if it is run-
ning. Also, make sure that WIBU-Key is not inserted to the PC.

5-3-1 Windows® 2000 & XP

@ Open B — [Control Panel] — [Add or Remove Programs], and

then remove the following programs.

@ Select the program to be removed from the list below and click | Pemaws

Target software Program name
MSDE2000 Microsoft® SQL Server Desktop Engine

Microsoft SQL Server Express 2005 Microsoft® SQL Server 2005

Microsoft® SQL Server Native Client

Microsoft® SQL Server Setup Support Files (English)
Microsoft® SQL Server VSS Writer

WIBU-KEY WIBU-KEY Setup (WIBU-KEY Remove)
Service Tool (UTR-YSTC) Service Tool for VRF System (Data acquisition)
Service Tool (UTY-ASGX) Service Tool for VRF System (Web)

Service Tool for VRF System
Service Tool for VRF System Ver x.x

Web Monitoring Tool (UTR-YMSA) Web Monitoring Tool for VRF System (Data acquisition)
Web Monitoring Tool (UTY-AMGX) Web Monitoring Tool for VRF System (Web)

Web Monitoring Tool for VRF System

Web Monitoring Tool for VRF System Ver x.x

U10 USB Network Interface driver Echelon Open LDV x.x

20 Copyright© 2009 Fujitsu General Limited. All rights reserved.



Note . Programs to be deleted depends on the version of Service Tool or Web Moni-
ﬂ toring Tool that is already installed. Not all of the programs listed above may
appear.
+ If you have removed Microsoft SQL Server Express 2005, make sure that you
have deleted the following installation folder.
[Target folder] Installation drive: \\Program files\Microsoft SQL Sever\MSSQL.1

Uninstall [IIS] from [Add/Remove Windows Components] of [Add/Remove Pro-
grams] in the Control Panel. (Remove “check” and follow the direction on the
screen.)

Windows Components Wizard

Windows Components
'ou can add or remove components of Windows #P.

To add or remove a component, click the checkbox. A shaded box means that only
part of the componant will be installed. To see what's included in a component, click

Details.
LComponents:
vl ‘ Internet E xplorer 0.0 kB A~
I_ % Intermet Infarmation Services [I15) 135 MB
[m] 55 M anagement and Monitoring Tools 20MEB
[ = Message Queling 0.0ME
W "5 pASN Funlorer 132mMR Y

Description:  Includes Windows Accessories and Utilities for your computer.

Total disk gpace required: B4 3 ME -
Details...
Space available on disk: 1111.4 MB el

< Back “ Mest > ][ Cancel ]

Note For IIS, do not remove it unless there is a definite need.
If for certain reason, you have to remove IIS, remove Service Tool/WWeb Monitor-
ing Tool first before removing IIS.
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@ If removal is completed, restart the Windows®.

Copyright© 2009 Fujitsu General Limited. All rights reserved. 21



5-3-2 Windows® Vista

@ open 3N — [

following programs.

| — [Program and Features] and then remove the

@ Select the program to be removed from the list below and click “ Uninstsl

Target software Program name
Service Tool Service Tool for VRF System Ver x.x
Web Monitoring Tool Web Monitoring Tool for VRF System Ver x.x

Microsoft SQL Server Express 2005 Microsoft® SQL Server 2005

Microsoft® SQL Server Native Client

Microsoft® SQL Server Setup Support Files (English)
Microsoft® SQL Server VSS Writer

U10 USB Network Interface driver Echelon OpenLDV x.x

WIBU-KEY WIBU-KEY Setup (WIBU-KEY Remove)

Note . Programs to be deleted depends on the version of Service Tool or Web Moni-
toring Tool that is already installed. Not all of the programs listed above may
appear.

» If you have removed Microsoft SQL Server Express 2005, make sure that you
have deleted the following installation folder.
[Target folder] Installation drive: \\Program files\Microsoft SQL Sever\MSSQL.1

E
:
£
i
£
5
n

22 Copyright© 2009 Fujitsu General Limited. All rights reserved.



Turn off [Internet Information Service] from [Turn Windows features on or off] of
[Programs and Features] in the Control Panel. (Clear corresponding check box,
press “OK” and follow the direction on the screen.)

In the Control Panel, select “Classic View”.

(3] Windows Features %]
Turn Windows features on or off @

To turn a feature on, select its check box. To turn a feature off, clear its
check box. A filled box means that only part of the feature is turned on.

[C] | ActiveX Installer Service -
[l Games
[ | Indexing Service

[P Intermet Information Services

1 Microsoft MET Framework 3.0
[ ) Microsoft Message Queue (MSMQ) Server

m

. Print Services T
| Remote Differential Compression
[ | Removable Storage Management
] 4} RIP Listener
[ 1 Simple TCPIP services (i.e. echo, daytime etc)
[7] | SNMP feature -

| ok || cancel

@ Restart the Windows.
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6. Setting (Server/Client)

6-1 Operating System setting

6-1-1 Windows® 2000 & XP

H Regional option

@ Open the regional setting screen by sequentially selecting the menus as follows:
— [Control Panel] — [Date, Time, Language, and Regional Options]
— [Regional and Language Options]

Note - \When the control panel display format is Classic View, select the menus in
the following order:
— [Control Panel] — [Regional and Language Options]

@@ The screen shown below is displayed.
Select English (United Kingdom) at the Standard and formats area of the Regional

Options tab.
Select English (United Kingdom) at the Language for non-Unicode programs of
the Advanced tab.
For Windows®2000 :Click Set default... button of the General tab.
Select English (United Kingdom) at the Select System Locale

screen.
[Regional Options tab] [Advanced tab]
Regional and Language Options ‘EHX‘
Regional Options | Languages | Advanced | Regional Options || Languages | Advanced |
Standards and formats: Language for noreUnicode programs
iThie olon el oS Fonisore hiagiane: [ et e s clriarcies) B R e e o,

dates, and time. and dislogs in their native language. 1t does not affect Uricode

Select an item to match its preferences, or click Customize ta chooss programs. but it does apply ta &l users of this computer.

Select alanguage to match the languags version of the rornicode

—
Samples

Mumber: —[123,456.789.00
Currency:  [¢123.456,782.00

ray

Lode page conversion tables

Time: 100730 2
| | 11 10001 (MAC - Japanese] =
Shert date: [ 30/03/2004 | ] 10002 (MAC - Traditional Chinese Bic5)
Long dale: (30 September 2004 | £ 10003 MAC - Kerear]
(] 10004 (MAC - Arabic)
(] 10005 (AL - Hebrew) 3
Losation =
To help services provide you with localinformalion, such as news and B e e
weather, select your present location 5
[ 4ppl allsettings to the cunent user account and 1o the defaul
[Urited Kingdom v user profle
@_—D T ||| T Py

Note Do not change the settings clicking the [Customize...] button. Set the settings as
follows, if by chance, the current settings differs.
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[Numbers]........ Decimal symbol: “.” (dot)
[Time]............... Time separator: “:” (colon)
[Date]............... Date separator: “/” (slash)
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6-1-2 Windows® Vista

B Regional option

equentially selecting the menu as follows.

Jb Clock, Language, and Region

Open the regional setting screen{
ﬁ —s [Control Panel] —

4 egional and Language Option:
e the date, time, or number format

Change keyboards or other input methods

@ The screen shown below is displayed.

Select English (United Kingdom) at the Current format area of the Formats tab.

# Regional and Language Options ==

Formats | Location | Keyboards and Languages | Administrative |

To change the way your computer displays numbers, currencies, dates, and
time, select an entry from the format list.

Current format:

<ﬁng ish (United Kingdom) )
——

Examples of how data is displayed using this format:

Number: 123,456,789.00
Currency: £123,456,789.00
Time: 21:35:21

Short date:  20/10/2008

Long date: 20 October 2008

For additional formats, keyboards, and tools, go to the Microsoft website,

o] [ ] [ ]

@ Select Administrative tab and click [ ¥ Change system locale... ] in the Language for non-
Unicode programs area.

If security confirmation screen appears, press “Continue”.

. “# Regional and Language Options ==

| Farmatts | Location | Keyboards and Languages | Administrative

Language for non-Unicode programs

This setting (system locale) controls the language used when displaying
textin programs that do not suppert Unicode.

Current language for non-Unicode programs:

[ Change system lacale...

English (United States)

What is system locale?
Reserved accounts

To copy your regional and language settings to these accounts, click
Copy to reserved accounts:

Default user account (new users)

System accounts (local system, local service, and network service)

The keyboard layout and display language for the Welcome screen are
updated when you copy your settings to the system accounts.

(> )
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What are reserved accounts?
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Select English (United Kingdom) for the Current system locale in the Regional and Language

Settings and click :

¥ Regional and Language Settings

Select which language (system locale) to use when displaying text in programs
that do net support Unicode, This setting affects all user accounts on the
computer,

Current system locale:

English (United Kingdorn) .]

ok || canca |

Note Do not change the settings clicking the [Customize...] button. Set the settings as
follows, if by chance, the current settings differs.

[Numbers]........ Decimal symbol:”.”(dot)
[Time]....cc...... Time separator. “:”(colon)
[Date]............... Date separator:”/’(slash)

6-1-3 Windows® Firewall setting

For Windows® XP SP2 and later versions and for Windows® Vista, the Windows® Fire-
wall setting must be changed.

Open the Windows® Firewall setting screen by sequentially selecting the menus as fol-
lows:

« For Windows® 2000 & XP
— [Control Panel] — [Security Center] — [Windows® Firewall]

Note . \When the control panel display format is Classic View, select the menus in

ﬂ the following order:
— [Control Panel] — [Windows® Firewall]
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« For Windows® Vista

ﬁ — [Control Panel] —»

Check this computer's security status
@9 21w 2 program through Windows
Firewall

i o FirewD —
B Tum wmaowe Firewall on ar off @Nlm 2 prograrm through Wind ows Firewall

|@ WMHWB-!‘HIEIW'II?.S ‘help mg io protect your computer

Windows Firewall is on,

Inbound connections that do not have an exception are blacked,

Dizplay a notification when a program is biocked: Ter
Hetwork location: Private network
What are nebwork Iocations?

If security confirmation screen appears, press “Continue”.

The screen shown below is displayed.

When “On recommended” is selected, proceed as described below.

When “Off not recommended” is selected, setting does not have to be changed.
Go to par. 6-2 Internet Explorer setting.

= Windows Firewall

General Exceptio;! || Advanced| @

—i

ping to pra

Windows Firewall helps protect your computer by preventing unauthorized users
fram gaining access to your computer thiough the Internet ar a netwark.

THs zetting blocks all outzside zources from connecting to this
cofiputer, with the exception of those selected on the Exceptions tab.

@ D on't allow exceptions

S elect thiz when you connect to public netwark s in less secure
locations, such as airports. Y'ou will not be notified when 'Windows
Firewall blocks programs. Selections on the Exceptions tab will be
igniored.

f [not recommended]

oid uging this zetting. Turning off Windows Firewall may make this
omputer more vulnerable to viruses and intruders.,

Windows Firewall iz uzing your nor-domain gettings.

What elze should | know about Windows Firewal?

‘ Ok J[ Cancel J
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@ Click the Exceptions tab.

@ The screen shown below is displayed.

Click| AddPart.. |

= Windows Firewall

| General| Exceptions |Advanced|

wiindows Firewall iz blocking incoming network, connections, except for the
programs and services selected below. Adding exceptions allows some programs
to wark better but might increase your security risk.

Programs and Services:

M ame

emate Assistance
[ Remate Desktop
O UPHF Framewark

[ addProgram.. | [ add Pat.. @ H—Fd————=r @

Dizplay a notification when Windows Firewall blocks a program

‘what are the nzks of allowing exceptions?

i 0K i[ Cancel J
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@ The screen shown below is displayed.

Add a Port B

Uze these zettings to open a port through Windows Firewal., To find the port
nurnber and pratacal, consult the documentation for the program or service you

want to uze.
Name: HTTF |
©__'Enrt nurmber: |8':| |

& 1P CUDP

‘what are the risks of opening a port?

T Tl B

Input the following:
Name : HTTP
Port number : 80
Select “TCP”.

@ Click . The screen closes.

The screen shown below is displayed.
Confirm that HTTP in the Programs and Services list is checked.

Finish setting by clicking .

= Windows Firewall

General | Exceptions Advanced|

“Windows Firewall iz blacking incaring netwaork conhections, except for the
programs and zervices selected below, Adding exceptions allows zome pragrams
to work. better but might increase pour security risk.

Prograrz and Services:

Mame

File and Printe
HTTF

Remaote Assistance
[ Remote Desklop
[ UPrP Framewark

[ addPogam.. | [ addPot. [ Edt. | Delete
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Dizplay a notification when Windows Firewall blocks a program

Wwihat are the rizks of allowing exceptions?

(o eleH—(7)
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6-2 Internet Explorer setting

@ Start Internet Explorer, and select the following from the menu bar.
[Tools] — [Internet Options...]

‘A Welcome to Windows XP Server Internet Servicq

File Edit Wiew  Favorites @ik

Mail and Mesws
@Back b e @ Synchronize, .. i

Windows Update —

Address |‘ ikkp: fflocalhoskfloce

Show Related Links

* Internet Explorer 7 setting

@ - -, @ v@?agevi@-rmis‘»

Delete Browsing History... -

Diagnose Connection Problems..

Pop-up Blocker »
Phishing Filter »
Manage Add-ons J

v Work Offline
Windows Update
Full Screen F11
Menu Bar

Toolbars k

S Internet Options 2
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The screen shown below is displayed.
Select the Security tab.

Internet Options

@— TRl Security I)’ri\-'acy || Content || Connections ” Progrars " Advanced|

Select a'web content zone to specify it security zettings.

—1® ® 0 ©

Local intranet  Trusted sites  Restricted
sites

Internet
Thiz zoke contains all Web sites you S
haven't placed in other zones =

Security lewel for thiz zone

... Move the slider to set the security level for this zone.

\ Medium

- Safe browsing and still functional

- Prompts befare downloading potentially unsafe content
- Unsigned Active contralz will not be downloaded

- Appropriate for most Internet sites

® Defa Level@ @

E ak. i[ Cancel J[ Apply J

@ Select Internet.
@ C"Ck[ Default Level J

@ Set the slider that indicates the Security Level to Medium or Medium-high.
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@ For Windows® XP SP2 and later versions or for Windows® Vista, perform steps

® thru Q) -

Otherwise, advance to step @ .

Click | custom level...

The screen shown below is displayed.
Set “Allow script-initiated windows without size or position constraints” to Enable.

Security Settings

Settings:

() Disable ~
(%) Enable |
@ Allow scripking of Internet Explorer Webbrowser contrc
(%) Disable
() Enable
@ Allow scripk-initiabed windows without size or position o

D pages bo use restricked protocols For ackive
() Disable
() Enable
@ Prompt
@ Display mixed content
~

[

< ] | »

=

Reset custom settings

Resek to: | Medium v|[ Reset ]

@ |[ ® oK l [ Cancel ]

click [ ox_J .

The screen shown below is displayed.

)

! E Are vou sure you wank ko change the security settings for this zone?
L]

@ ® s J[_do ]
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The screen shown below is displayed.
Select the Connections tab.

Internet Options

To set up an Internet connection, click
Setup,

Dial-up and Yirtual Private Metwork, settings

Add...
Remove

Choose Settings if you need to configure a proxy Seftings...
server for a connection, =

Mewer dial 8 connection

Dial whenever a network connechion iz not present

Alwaps dial my default connection

Set Default

Local &rea Metwork [LAM] settings

p—
LA Settings do not apply ko dial-up connections, ‘ L&M Settings... |4 @
——

Choose Settings above for dial-up settings,

QK. ][ Cancel ] Apply

AD ciick .

The screen shown below is displayed.
If you are using a proxy server, check on the [Bypass proxy server for local addresses]

and press oK, .

Local Area Network (LAN) Settings

Aukomatic configuration

Automatic configuration may override manual settings, To ensure the
use of manual settings, disable automatic configuration,

[ automatically detect settings

|:| Use automatic configuration scripk

Procey server

Use a proxy server For your LAMN (These settings will not apply ko
dial-up or WP connections).

Address: | z.1e6.16.007 | Party | 3128 |[,ﬁ,dvanged,,,]

‘
< [¥]Bvpass proxy server For local addresses: )

o

[ 0K ] [ Cancel ]
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For Windows® Vista or Internet Explorer 7 do the following.
Select the Security tab, press “Custom level...”.

"iﬁtelneé Opﬁons

| General | Security |Pri\c'aq|I | Content | Connections | Programs | Advanoedl

Select a zone to view or change security settings.

Qﬁv’@

e Localintranet Trusted sites  Restricted
sites

Internet

- ) ) | Sites
0 This zone is for Internet websites, = _

except those listed in trusted and
restricted zones.

Security level for this zone

Custom

Custom settings.
-To change the settings, dick Custom level.
-To use the recommended settings, dick Default level.

Enable Protected Mode {re eztarting Internet Explorer)
‘ Custom level Ib Default level
—

’ Reset all zones to default level ]

[ 0K ] [ Cancel Apply

Select enable for “Automatic prompting for file downloads”.

Internet Options = 1

Secunineﬂmgs ings - Internet Zone @

Settings

(7)) Disable ~

@ Enable

(©) Prompt

|i. Script ActiveX controls marked safe for scripting™

(7)) Disable

@ Enable —

(©) Prompt U
|#® Downloads

utomatic prompting for file downloads

[ () Disable

%
&2 File dowm

(7)) Disable
@ Enable
&% Font download

(71 _Niiezhla
1 [ | b

*Takes effect after you restart Internet Explorer

Reset custom settings
Reset to: [Medu-n-hgh {default) v] [ Reset... ]
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Select enable for “Allow websites to open windows without address or status bars”.

oo

Settings
@ Enable =
& Mlow webpages to use restricted protocols for active conten
() Disable
() Enable
T T
& Mlow websites to open windows without address or status b

() Disable
o
& Disy
() Disable
() Enable
@ Prompt
& Don't prompt: for dient certificate selection when no certifical
@ Disable
() Enable

2
M| Pir=n and Aranone ceeos 2nd nacks Alae
A 1 | 3

*Takes effect after you restart Internet Explorer

Reset custom settings

Reset to: [Medimrl-h’gh (default) v] [ Reset... ]

[ ok ][ concal |

@ Finish setup by clicking K in the Internet Options window.
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6-3 Network setting

6-3-1 Network connection modes

The Web Monitoring Tool can be used in the following network connection modes:

* LAN connection
In this mode, the Web Monitoring Tool can be accessed by multiple terminals on the user’s
premises connected by intranet.

Required environment : LAN connection environment
» Network card
* LAN cable
* Hubs or Routers

Customer side

. O —— Ol
: e HUB S
; Server Client !

(Web Monitoring Tool)

— See par. 6-3-2 LAN connection.

* Internet connection
In this mode, a server with Web Monitoring Tool installed on the user’s premises is ac-
cessed over the internet.

Required environment : Internet connection environment

» Contract with internet connection provider
Subscription to global IP address service or dynamic DNS service is necessary.
Make a contract with a provider of either one of these services.

» Access environment up to the provider
A telephone line or special cable must be installed. Modem, router, and other de-
vices may also be necessary.

» Firewall setting change (when installing)
The setting must be changed so that access from the outside is possible.

Customer side

i (*1)< VPN(2) > 1) 5 |
: Server Client

(Web Monitoring Tool) i i
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— See par. 6-3-3 Internet connection.
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Note *1 |nstall a modem, router, and other devices, depending on the access environ-
ment up to the provider.

*2 VPN can also be used when higher security is required.
For details, refer to the Windows® guide or consult network administrator in
charge of the premises.

* Incoming connection
This mode uses a telephone line to dial-up connect to a server installed on the user’s
premises.
Required environment: Telephone line, modem

Customer side

(Web Monitoring Tool)

=W g
Modem 1 :
Server ! Telephone line Modem :
! Client

— Server side See par. 6-3-4 Incoming setting.
Client side See par. 6-3-5 Dial-up setting.
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6-3-2 LAN connection

Perform LAN setting to match the usage environment. Contact the network
administrator for the IP address, subnet mask, and other settings.

@ Display the LAN setting screen by sequentially selecting the menus as follows:
+ Windows® 2000 & XP

— [Control Panel] — [Network and Internet Connections] — [Network
Connections] — [ Local Area Connection]

Note . When the control panel display format is Classic View, select the
menus in the following order:

— [Control Panel] — [Network Connections] —

[Local Area Connection]

« Windows® Vista

ﬁ —s [Control Panel] — ﬁw
View nctwork status and tasks

¢ Set up filesharing

Wiew network computers and devices =—>

A.dd idErI(EtothEﬂE:u.lUl‘k St up file sharing

:E',l Metwork [Private netwiork) Customize
Arcess Local and Intern et
Connection Local Area Connectian View status

Note . \When the control panel display is Classic View, select the menus in
the following order:

ﬁ —s [Control Panel] —
tiwork and Sharing Cenig>

e Se——ETE onnect bo & nebwork | Yiew netoork computers and devicer . ——
Add a dE\rlceml:hEnmwrk St up file sharing

_E" Metwork [Private nebwork] Custornize
Arcess Local and Interm =t
Connaction Local Area Connection Vizw sEatus
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The screen shown below is displayed.
Click [ Properties

-+ Local Area Connection Status

General | Suppart |

Connection
Statusz: Connected
Diuration: 00:03:53
Speed: 10.0 Mbps
Activity

Packets: 158 I 123

@ !Eroperties ” Dizable J

LCloze:

Note . Windows® Vista may have a slightly different view, but the above operation is
the same.

The screen shown below is displayed.
Select by checking “Internet Protocol (TCP/IP)”.

0 Local Area Connection Properties ﬁ

Metworking

Connect using:
l:" Broadcom MetLink (TM) Gigabit Ethemet

This connection uses the following items:
Le-u Client for Microsoft Netwarks

JB1 (105 Packet Scheduler
Q File and Printer Sharing for Microsoft Metworks

& Intemet Protocol Version 4 (TCP/IPv4
Ine] T e, Vapper |0 Driver
-4 Link-Layer Topology Discovery Responder

[ stal. ][ ninstal | [ Propeties @ @

D